@ JACKSON" QBeSal‘e

Setting up multifactor
authentication (MFA)

User Guide

For improved security on your account, Jackson® has multifactor authentication (MFA)
on our website. When you sign in, you will be required to enter your username and
password, as well as an authentication code, which you can receive via text message
phone call, or Authenticator app. The instructions outlined here will assist both new and
registered users in setting up this security feature.

Contents
New Users 1
Registered Users 19

KNOW HOW TO REPORT
B "Q' f . If you notice suspicious activity, report it immediately. Staying vigilant and being
CHalC proactive can help prevent fraud. Here are the ways to report: Visit our Contact
Us page on Jackson.com
Call 800/873-5654
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Customer registration process

Go to https://www.jackson.com, click Sign In, and then navigate to Register Now.

Enter the required personal information, and then click Continue.

Contract Owner Registration

Step 1 Step 2: Step 3:
Enter Personal Create Username Enter Security Confirmation
Information and Password Question and Answer

Step 1: Enter your Personal Information
All fields are required

First Name Last Name

Contract Number @

SSN/TIN @
Email @
- Forgot Username - Sign in to Beneficiary Access Account

- Forgot Password

CMC20368 02/23 2
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Create a Username and Password to be used with your account. Click Continue.

Contract Owner Registration

Step 1 Step 2: Step 3: ;
Enter Personal Create Username Enter Security Confirmation
Information and Password Question and Answer

Step 2: Create Username and Password
All fields are required

Username

é

e Be at least 8 characters long v/

e Must contain only letters (uppercase and lowercase), numbers, or certain special characters
(period, dash, underscore, or @)

Password
cesveses ®

Passwords must contain: Passwords must not be easily guessed
o Aminimum of 8 characters v/ or contain:

o Your username

o One lowercase letter v/
® Spaces, slashes, apostrophes, or

¢ One uppercase letter v/ s marks

® One number v/

Confirm Password
®

v

oo | [emen ]

seseases

- Forgot Username - Sign in to Beneficiary Access Account

- Forgot Password

CMC20368 02/23 3
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Slep 1. Step 2 Step &
Lnter Persansd reate Username Enfer Security Confirmation
ntermaton M Tasewond Question and Answar

Step 3 Enter Security Guestion and Answer

f you forget your password, you will be asied a security question. For added security, the snswer

should ndt be eas

gutis

Your answer must:

Q BeSafe

Choose a Security Question and
type an Answer. Click Register.
An email is sent to you containing
a unique verification code to
finalize your registration.

o Contain st least & charscters lany number, letter. or space is allowed!

o Not contain 3 wond thtis used in the qudtion Note: If the answer you type for

your security question does not

o required meet the requirements outlined

b then an error message will appear
prompting you to try a different

answer.

¢ Not be the wsemame or passatrd

Answer

| ¢ Go back ] [ Cancet |

* Farget Username * 5N in % Benefclary AcCess Account

 For got Pavswoed

Contract Owner Repatration Questions?
'n,'..
Sten b Step 2 St 3 Plaars contact our Service Center ot
tep & tsp Sep 3
Enfer Personsl Creele Userrame Emter Secwily Contrmation =
Iformation nd Pasword Quetton md Answer

B00~956-6550 ¥ you nave
Registration Is almost complete. Name:

regarding sccess with Multi-Factor
Acthentication

+ Regatration Queitont

A z * Slen
An emall has been et with 2 unigue verficalion cooe ey it

enfer 3t your Arst dign in Address * Caneral Quasticas

* Muti-Factor Authenticetion (MFA)
Enrcliment Video

Note: Verécation code o vald for 43 hours

“ Forgot Usermame “ Sign In 10 Benedciary Acceds Azcount

~ Porgot Parviaers

Follow the login verification link provided in the registration email. This will bring you to a
new sign-in screen.

QA
Registration Code Request

pifies after 48 hours, After they
ge. If you need avtistance, pleass

Your Verification Code for registening on lackion.com i3 shown below. Plaase
timie, you will need 1o request & new code using the Resend Code button on t
Contact our lackaon Service Center ot BO0D-956-6330

Werificatn Code:

Thank you,
lackson

CMC20368 02/23 4
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When logging in for the first time

Enter your Username and Password and click Continue.

Sign In

All &, care r siiraA
All fields are required

Username Password

I_, Remember my username @

Do not check if this is a public or shared device.

- Forgot Username - Sign in to Beneficiary Access A t

- Forgot Password

On the next screen, enter the Verification Code and click Continue.

Note that if you repeatedly input an incorrect authentication code, your account will be
temporarily restricted. After too many invalid attempts, the account will be locked, and
you must contact Jackson to reset your verification code.

Sign In

N
s

Welcome

All fields are required

Please enter the unique verification code that was previously sent to your email. If you need a
new code, please click here.

Verification Code

CMC20368 02/23 5
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After registering your account, you will be directed to the User Security Settings page
to enroll in Multifactor Authentication. Click the Set Up button next to your preferred
option.

Note that you are only required to set up one type of authentication, but you may
set up multiple.

User Security Settings

Set up your multi-factor authentication settings below.

Multi-Factor Authentication

Extra authentication increases your security when signing into your account. Use this dialog to set
up at least one extra verification option.

Set up at least one authentication option.

Options for Receiving Authentication Codes

TEXT MESSAGE Set Up
@ Receive codes via text

VOICE
S . . SetU
@ Receive codes via call —F

AUTHENTICATOR
P Receive codes via downloaded application

SetUp

Cancel

CMC20368 02/23 6
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If you choose the TEXT MESSAGE authentication option, you will be asked to enter
your phone number. Enter your phone number and click Send Code. A six-digit
authentication code will be sent to your phone number via text message.

Set Up Text Authentication x

Step 1: Enter your phone number and click Send Code. We will send a text message with your unique authentication code to
your phone.

() International
(® U.S. and Canada

Send Code

Step 2: Enter the authentication code and click Submit.

Authentication Code™

If you did not receive the text message, please re-enter your phone number and click Send Code again. If it has been less
than 30 seconds since you tried sending the code, the Send Code button will be temporarily disabled. Wait until the Send
Code button is enabled before trying again.

Depending on your individual phone plan, voice and/or text message charges could apply.

Cancel

CMC2033403/18

CMC20368 02/23 7
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Enter the six-digit authentication code (1) and click Submit (2).

$~t Up Text Authentication x

0 The code has been sent to the phone number entered.

Step 1: Enter your phone number and click Send Code. We will send a text message with your unique authentication code to
your phone.

() International

@ U.S. and Canada

Send Code

Step 2: Enter the authentication code and click Submit.

0 Authentication Code ™

If you did not receive the text message, please re-enter your phone number and click Send Code again. If it has been less
than 30 seconds since you tried sending the code, the Send Code button will be temporarily disabled. Wait until the Send
Code button is enabled before trying again.

Depending on your individual phone plan, voice and/or text message charges could apply.

CMC20334 03 /18
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Upon completion, your screen should match the image below.

CMC20368 02/23

Set up your multi-factor authentication settings below.

Q BeSafe

Multi-Factor Authentication

© Proforences have been updated

Extra authentication increases your security when signing into your account. Use this dialog to set

up at least one extra verification option.

Set up ot legst one aguthentication option

Options for Receiving Authentication Codes

TEXT MESSAGE
9 Receive codes via text

VOICE
Receive codes via call

77

AUTHENTICATOR
’ Recelve codes via downloaded application

Cancel

ACTIVE

Set Up

Continue
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Voice option: If you select the voice option, your screen should match the image below.
Follow the instructions and click Submit when completed.

Set Up Voice Authentication

0 The code has been sent to the phone number entered.

Step 1: Enter your phone number and click Send Code. We will send a phone call with your unique authentication code to
your phone.

() International
@ U.S. and Canada

‘ Ext. Send Code

Step 2: Enter the authentication code and click Submit.

Authentication Code ®

If you did not receive the phone call, please re-enter your phone number and click Send Code again. If it has been less than
30 seconds since you tried sending the code, the Send Code button will be temporarily disabled. Wait until the Send Code
button is enabled before trying again.

Depending on your individual phone plan, voice and/or text message charges could apply.

User Security Settings

Set up your multi-£actor suthentication Lettings below,

Multi-Factor Authentication What is MFA?

Multi-Factor Authentication (MFA) acay
ancther lyer of security o holp prevent

m you from accessing

O Preferances have been updated amyore other tha

| your sensitive information oning, This is

accomplishas using sdditionsl typas of
Authantication ta vartty yaur identity

Letra authentication Increases your security when signing into your account. Use this cialog to set

uP 3t 123t one axtra verification option

when signing In 10 2 system, such a4
entering 3 one-time sthentication code
seri 10 your appiication or your phoew

Options for Receiving Authentication Codes via teat Of woice
TEXT MESSAGE ACTIVE
D Rocove codos vis toct Questions?

Pigase contact our Service Camter 2

VOICE ACTIVE

Q Rocewe codes vis ¢l 300-956-6550 I you have cusstions
% v N ragarging access with Multi-Facter
Aaahantication
AUTHENTICATOR [ et | “ Muhi-Factor Autneenication Guestiens
” Set Up g 2 d
’ Feceive codes vis domnloaded apslication ;l

* Technsal Seoport Geestlons

“* Cenersl Guestions

CMC20368 02/23 10
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If you select the Authenticator option, click Set Up next to Authenticator. You will
be presented with a message stating you are required to download an authentication
application to your phone, tablet, or computer.

User Security Settings

Set up your mulli-factor suthentication settings below

Multi-Factor Authentication What |s MFAT

Multi-Factor Authentication (MFA) adds
2 b ancther layer of security to hefp prevent
‘ O Preferences have been updated anyone other than you from accassing
your sensitive information online, This is
ey of
ty
when $igning in 0 a tystem, such 3¢

- O vhed using additiond! b
Extra authentication increases your security when signing into your accourt. Use this disog to et sccomplithed wsing additiona! ¢

UGN UON 10 veriy your ise
up at 1024t one axtra verihcation option authentication to verify your ice

v 2t ome sudhanticatinn antian ortering & one=time authentication code

sent to your application or your phons

Options for Receiving Authentication Codes via text or voice
TEXT MESSAGE ACTIVE g
@ Receive codes via text Questions?
Piease contact our Service Center at
VOICE ACTIVE o :
Q Roceins codes vis cat 800-956-6550 i y¢

rogacding access with Mutti

Authentication

AUTHENTICATOR

| Setus - Multi-Factar Authentizarion Questioas
P Roceive codes via downloaded appication sl

+ Techmical Suppart Guestions

* Genetal Questions

e m
‘

When you click Next, a popup box will appear for you to choose your authentication device.

Set Up Authenticator x

In order to use the Authenticator option, you are required to download an authentication application to your phone, tablet

or computer. If this is not the Multi-Factor Authentication (MFA) option you would like to use, click Cancel to select another
option.

CMC23330 10/19

CMC20368 02/23 "1
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If you are using a camera-enabled mobile phone or tablet-style device, select I’'m using
a camera-enabled mobile phone or tablet-style device. You will be presented with
instructions on how to proceed.

Set Up Authenticator x

Choose Authentication Device:
® 'm using a Camera-Enabled Mobile Phone or Tablet-style Device

(Jrm using a computer or non-Camera-enabled Device

CMC2333110/19

If you are using a desktop authenticator application, select I’'m using
a computer or non-camera-enabled device.

Set Up Authenticator x

Choose Authentication Device:
JI'm using a Camera-Enabled Mobile Phone or Tablet-style Device

a . )
(® 'm using a computer or non-Camera-enabled Device

CMC2333110/19

For Camera-Enabled Mobile Phone or Tablet Users

Once you have set up the Authenticator application on your device, open the application
and scan the QR code. To verify the pairing of your device was successful, you will enter
the code provided by the app. Once the code is entered, click Submit.

4. Verify authenticatio

By scanning the OR code with the camera on your phone
or tablet device.
. Verify the pairing was successtul Dy entering the code provided below.
Code generated by spp*
| can't scan the QR code

CMC23332 10/

CMC20368 02/23 12
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For Computer or Non-Camera-Enabled Device Users

If you selected this option, follow the steps below.

Set Up Authenticator X

1. Search for Authenticator in your device or computer's web/app store.

2. Download the Authenticator application.

3. Open the Authenticator application.

4. Pair the Authenticator application by entering the below information into the Authenticator application.

Account name: davids355
Secret Key: 3ZUKUWULHLXSCXOU (Spaces don't matter)

5. Verify the pairing was successful by entering the code provided below.

Code generated by app*

I'll scan a QR code

CMC2333210/19

CMC20368 02/23 13
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Follow the instructions that appear on the screen.

Set Up Authenticator x

1. Search for Authenticator in your device or computer's web/app store.

2. Download the Authenticator application.

3. Open the Authenticator application.

4. Pair the Authenticator application by entering the below information into the Authenticator application.

Account name: davids355
Secret Key: 3ZUKUWULHLXSCXOU (Spaces don't matter)

5. Verify the pairing was successful by entering the code provided below.

Code generated by app *

I'll scan a QR code

CMC2333210/19

CMC20368 02/23 14
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When prompted, enter the information provided on your screen into your Authenticator app.

Note: If you click outside of Chrome Authenticator in the same window
(Jackson screen), the Authenticator will close, and you must start over.

X

Issuer

davids355

Secret

3ZUKUWULHLXSCXO0OU

» Advanced

CMC20368 02/23 15
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Once you have completed the desired set-up, click Continue.

Set

Multi-Factor Authentication

CMC20368 02/23

up your multi-factor authentication settings below.

© Proferences have been updated

Extra authentication increases your security when signing into your account. Use this dialog to set

up at least one extra verification option.
Set up ot lecst one authentication option

Options for Receiving Authentication Codes

TEXT MESSAGE
@ Receive codes via text

VOICE
Receive codes via call

77

AUTHENTICATOR
’ Receive codes via downloaded application

ACTIVE
ACTIVE

ACTIVE

Cancel Continue

Q BeSafe
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Read and accept the Information Services Agreement and click Accept if you agree with
the terms.

Terms of Use Agreement

Jackson, Jackson of New York and Brooke Annuities and Life Insurance
Information Services Agreement
Last Updated: 4/14/20%

Irformation Services Agreement

1. Access 1o Information Services

Next, you will be prompted to sign up for Green Delivery.

@ SHRINK YOUR WASTE

IN JUST ONE DAY.

Jackson @ is excited to offer eStatements! Update your e-delivery preferences today to begin receiving
additional documents electronically!

SIGN UP FOR GREEN DELIVERY

CMC4a572 02/

e

CMC20368 02/23 17
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You then will be directed to your Dashboard, where you can access your
account information.

JACKSON'

Weicome. Davicd Srh

Dashboﬂrd As of 08/28/2022 at 1014 AM

Ralosd O © system

Onine Transaction Mistory

Name Required Minimum Distributon
Ascrens w drne poa -

SON UP TODAY

Elte Access Advisory il Policy # 2387299153 -]

Policy Mumber < 3mrivey Poiicy Staten
A cumdated vaboe 203 Product Name o £te Accoss Advisery 8
Total Cepests 3 Voor Date

Guakcation Type: nun e Maturty/ e oma Date

viewrs B

CMC20368 02/23 18
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Registered users

If you are a registered user, you can update your MFA selection by using the
instructions below.

Go to https://www.jackson.com and navigate to the login dialog box.

Sign in using your Username and Password, and then click Continue.
il
Sign In

Welcome

Username Password

] Remember my username @

Do not check if this is ¢ public or shared device.

- Forgot Username - Sign in to Beneficiary Access Account

- Forgot Password

Confirm MFA choice.

MPFA Confirmation

Confirm Multi-Factor Authentication

Confirm MFA by selecting your option below. You will receive an authentication code, via call or
text. depending on your setup choice.

| TEXT I or I VOICE ] or [ AUTHENTICATOR ]

+XXXXXXX8228  +XXXXXXX8228

CMC20368 02/23 19
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Complete the authentication process using your initial setup, and then navigate to User
Security Settings to change MFA settings.

User Security Settings

Set up your multi-factor authentication settings below.

Multi-Factor Authentication

Extra authentication increases your security when signing into your account. Use this dialog to set
up at least one extra verification option.

w

et up at least one authentication option

Options for Receiving Authentication Codes

TEXT MESSAGE

. . Set Up
@ Receive codes via text -

(7]

AUTHENTICATOR

k h . SetU
’ Receive codes via downloaded application eee

[setve ]
\ég:(e:ise codes via call

Cancel

CMC20368 02/23 20
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Change or Deactivate Phone Number

If you choose the TEXT MESSAGE authentication option, you will be asked to enter your
phone number. Enter it and click Send Code. A six-digit authentication code will be sent
to your phone number via text message.

Update Text Authentication *

]

You have provided the following phone number for authentication. Changing this number will automatically deactivate the number
and replace it with the new number. Deactivating the number will remove multi-factor authentication, and may require you to set
up multi-factor authentication the next time you log in.

Choose an option below to update your phone settings.
al |

f | would like to change this number.
| would like to deactivate this number.

CANCEL SUBMIT

CMC20335 03/18

CMC20368 02/23 21
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Type the six-digit authentication code (1) and click Submit (2).

Set Up Text Authentication x

© The code has been sent to the phone number entered.

Step 1: Enter your phone number and click Send Code. We will send a text message with your unique authentication code to your
phone.

,_:: International
® .. and Canada

Step 2: Enter the authentication code and click Submit

Authentication Code*

If you did not receive the text message, please re-enter your phone number and click Send Code again. If it has been less than 30
seconds since you tried sending the code, the Send Code button will be temporarily disabled. Wait until the Send Code button is
enabled before trying again.

Depending on your individual phone plan, voice and/or text message charges could apply. e

CANCEL SUBMIT

CMC20335 03/18

CMC20368 02/23 22
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Once the authentication code has been entered correctly, the TEXT MESSAGE option
will now appear as Active.

- If you do not want to also set up the Voice or Authenticator option, you can click
Continue. You will then be taken to the Dashboard page where you can access your

account information.

- If you would also like to set up the Voice option, click Set Up.

Set up your multi-factor authentication settings below.

Multi-Factor Authentication

© Proforences have been updated

Extra authentication increases your security when signing into your account. Use this dialog to set
up at least one extra verification option.

Seot ip ot legst one guthentication optior

Options for Receiving Authentication Codes

TEXT MESSAGE ACTIVE
Q Receive codes via text

VOICE

SetU
@ Receive codes via call

AUTHENTICATOR Set Up
’ Recelve codes via downloaded application

CMC20368 02/23 23
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Enable Voice MFA Option

Voice option: You will be prompted to enter your phone number and extension (if
applicable) and then click Send Code. You will receive a phone call at the number
provided, and the system gives you a five-digit authentication code. You then enter the
five-digit authentication code and click Submit.

Update Voice Authentication x

Step 1: Enter your phone number and click Send Code. We will send a phone call with your unique authentication code to your
phone.

./ International
® U.S. and Canada

 — (5 Ext. m—f

- =3

Step 2: Enter the authentication code and click Submit.

Authentication Code*

If you did not receive the phone call, please re-enter your phone number and click Send Code again. If it has been less than 30
seconds since you tried sending the code, the Send Code button will be temporarily disabled. Wait until the Send Code button is
enabled before trying again.

Depending on your individual phone plan, voice and/or text message charges could apply.

CANCEL

CMC2033503/18

CMC20368 02/23 24
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Enable Authenticator App Option

Authenticator option: If you would like to set up the Authenticator option, click Set Up
next to AUTHENTICATOR. You will be presented with a message stating you are required
to download an authentication application to your phone, tablet, or computer.

User Security Settings

Set up your multi-factor authentication settings below.

Multi-Factor Authentication

© Preferences have been updated

Extra authentication increases your security when signing into your account. Use this dialog to set
up at least one extra verification option.

Set up at least one authentication option

Options for Receiving Authentication Codes

TEXT MESSAGE ACTIVE
Q Receive codes via text

VOICE ACTIVE
Receive codes via call

o

AUTHENTICATOR
SetU
' Receive codes via downloaded application
=N

When you click Submit, you will be prompted to choose your authentication device.

Update Authentication x

You had previously generated an authentication key and paired it with an Authenticator application Changing the Authenticator
application will automatically deactivate the current key and then request a new key to pair with your Authenticator application.
Deactivating the Authentication application will remove multi-factor authentication, and may require you to set up multi-factor
cuthentication the next time you log in.

Choose an option below to update your Autherticator application settings.

® 1would like to change the Authenticator application to a new Authenticator application.
| would like to deactivate the current Authenticator application.

CANCEL SUBMIT

CMC23333 10/19

CMC20368 02/23 25
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If you are using a camera-enabled mobile phone or tablet-style device, select I’'m using
a camera-enabled mobile phone or tablet-style device. You will be presented with
instructions on how to proceed.

Set Up Authenticator x

Choose Authentication Device:
® 'm using a Camera-Enabled Mobile Phone or Tablet-style Device

(Jrm using a computer or non-Camera-enabled Device

CMC2333110/19

If you are using a desktop authenticator application, select I’'m using
a computer or non-camera-enabled device.

Set Up Authenticator x

Choose Authentication Device:
JI'm using a Camera-Enabled Mobile Phone or Tablet-style Device

a . )
(® 'm using a computer or non-Camera-enabled Device

CMC2333110/19

For Camera-Enabled Mobile Phone or Tablet Users

Once you have set up the Authenticator application on your device, open the application
and scan the QR code. To verify the pairing of your device was successful, you will enter
the code provided by the app. Once the code is entered, click Submit.

4. Verify authenticatio

By scanning the OR code with the camera on your phone
or tablet device.
. Verify the pairing was successtul Dy entering the code provided below.
Code generated by spp*
| can't scan the QR code

CMC23332 10/

CMC20368 02/23 26
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For Computer or Non-Camera-Enabled Device Users

If you selected this option, follow the steps below.

Set Up Authenticator X

1. Search for Authenticator in your device or computer's web/app store.

2. Download the Authenticator application.

3. Open the Authenticator application.

4. Pair the Authenticator application by entering the below information into the Authenticator application.

Account name: davids355
Secret Key: 3ZUKUWULHLXSCXOU (Spaces don't matter)

5. Verify the pairing was successful by entering the code provided below.

Code generated by app*

I'll scan a QR code

CMC2333210/19

CMC20368 02/23 27
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Enter the Account name and the provided Secret Key into the Authenticator application.

Note: If you click outside of Chrome Authenticator in the same window (Jackson screen),
the Authenticator will close, and you must start over.

(%
Issuer

davids355

Secret

3ZUKUWULHLXSCXOU

» Advanced

CMC20368 02/23 28
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Once you have set up the desired Multifactor Authentication option,
click Continue to finish registering your account.

Set up your multi-factor authentication settings below.

Multi-Factor Authentication

‘ © Proforences have been updated ‘

Extra authentication increases your security when signing into your account. Use this dialog to set
up at least one extra verification option.

Set up ot least one authentication option

Options for Receiving Authentication Codes

TEXT MESSAGE ACTIVE
Q Receive codes via text

) VOICE ACTIVE
‘o Receive codes via call

AUTHENTICATOR ACTIVE
’ Receive codes via downloaded application

You may be required to select a question (1) and provide an answer (2) that meets the
necessary criteria. Then, click Next (3) to continue. If you provide an invalid answer, an
error message reading, “Please provide an answer that meets the requirements listed
here” will appear until you provide an answer that meets the criteria.

Stap t Stup 2 Sep &
Enter Persanal reyte Usermame Ender Sacurity Conttmation
et armaticn ard Pasvwerd Oussticon srd Anvwer

Step 3: Enter Security Guestion and Answer

T yeu forpst your pasywers, you Wil £e aakad 3 security quastion, Far adced security, the anseer

d not b5 asty to gusts

Yoor anywer must
o Contain at heast £ characters Lany numder, letter, of cpace i alowed!

& Not contain a woed thet bs used in the Guestion

¢ Not be the usemame or passwerd
re reaured

Secunty Question

% D name of vour MR ITed 2 .
Anywer e

+ Foegol Usersame = $ign in to Benehciary Acceas Account

+ Forgot Pavsward
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You will then be directed to your Dashboard, where you can access your
account information.

JAC KSO N . Your Financial Future bowt Our Anewat The Jackson Difference

Welcomae. Davic Sanh

DaShboard As of 08/28/2022 a% 1014 AM

Relosd O © system

Oniine Trantaction Mistory

Name Required Minimum Distributon
Address bty your gt

0 GO PAPERLESS

Elte Access Advisory il Policy # 2387299153 -]

Policy Number - 3307399933 Poiicy State

Ac cumiated vadoe 20038 Product Name + Ute Access Adviscey ¥

1190t Date

Matorty/ i oma Date

viewas B

o WoAP Wbhaigay Certiate te Pentian g¢ Aty Pepmants
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Once you have enrolled in MFA, you can click the Remember me on this device
checkbox upon your next sign-in. This will allow you to skip the authentication
process in the future when signing on with this device.

CMC20368 02/23

Confirm Muk.?i-Factor Authentication Access

Enter your authentication code and click Verify. If your MFA is successful, you will be signed-in to
Jackson.com. For enhanced security, all future visits to Jackson.com will require you to use
multi-factor authentication to sign-in.

o e °

Enter your Authentication Code:

=
| did not receive the notification on my device.

Note: If it has been less than 30 seconds since you tried sending the code, Resend will be
temporarily disabled. Wait until Resend is enabled before trying again.

| Remember me on this device @

Do not check if this is a public or shared device.

31



